SYSLOG SETUP INSTRUCTIONS
Introduction
Currently all firewall traffic and modem traffic is logged.

Setup Instructions
Under Setup/IP Setup, enter the Syslog Host Address and Syslog Host Facility.
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Syslog Host Address
The Syslog Host Address is the IP Address of the system which accepts 'syslog' system logging packets from the TurboCell Station.

Syslog Host Facility
The Syslog Host Facility describes the part of the system generating the syslog message, and in Unix-based systems usually uses one of the following keywords: auth, authpriv, cron, daemon, kern, lpr, mail, mark, news, syslog, user, uucp, and local0 through local7. 

The TurboCell Station is capable of sending messages using the 'local0'-'local7' facilities. Enter the correct syslog facility number (0-7) that corresponds to the 'local' facility type on your syslog host. 

Turn on logging in UDP.
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Turn on Logging for TCP.
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Turn on logging of non udp/tcp, in the options setting button of the IP/UPD/TCP settings box.
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Example Output:

Aug  6 16:55:16 198.17.74.254 0002 118 TCP Est Packet Passed       | 2 00022D02F

B33->00E0C5C8DB44 198.17.74.251:1072->198.17.74.253:23 Rule=1

Aug  6 16:55:16 198.17.74.254 0003 119 TCP Est Packet Dropped      | 1 00E0C5C8D

B44->00022D02FB33 198.17.74.253:1025->198.17.74.251:113 Rule=1

Aug  6 16:55:19 198.17.74.254 0004 119 TCP Est Packet Dropped      | 1 00E0C5C8D

B44->00022D02FB33 198.17.74.253:1025->198.17.74.251:113 Rule=1

Aug  6 16:55:25 198.17.74.254 0005 119 TCP Est Packet Dropped      | 1 00E0C5C8D

B44->00022D02FB33 198.17.74.253:1025->198.17.74.251:113 Rule=1

